
Our impact 
Since launching the ThreatAware platform, the BGF IT team has been able to significantly increase their efficiency. They can now see the status of 
BGF’s security posture on one screen, giving them a single source of truth.

They have also benefited from the platform’s built-in alert system which instantly highlights gaps in the security estate, helping them to prioritise 
and resolve critical issues in real time.

Partnering with ThreatAware has supported BGF to improve its risk reporting and cyber operations, with metrics from the platform regularly being 
used to demonstrate the company’s security posture to its Board of Directors. 

The management of assets is a challenge for 
a relatively small team. We strive to ensure our 
investors and employees have the right equipment 
available to them when they need it. ThreatAware 
brings an important level of governance and rigour 
into our processes to ensure assets are secure 
while helping the team to focus more of their time 
on supporting the business.

Lyndon Arnold 
Head of IT at BGF

The ThreatAware solution 
We collaborated with the team at BGF to understand their needs and find the right ThreatAware 
solution for them.

Before partnering with ThreatAware, the IT team were fighting to stay on top of data from 
numerous, disparate security tools. Our platform brings this all together in a single view, making it 
quick and easy for the team to identify gaps and see how best to manage them.

Crucially, ThreatAware was integrated seamlessly and agentlessly with BGF’s security environment 
via API. This means the platform was up and running in minutes.

threataware.com

Dynamic equity investor chooses 
ThreatAware to strengthen its cyber 
security defences
BGF Investment Management Limited is an established independent investment company.  
As with many other businesses in this sector, BGF had concerns about its capability to effectively 
manage the many security tools it had put in place. 

The company’s IT security team recognised that several misconfigurations, vulnerabilities and gaps 
were likely to exist. However, they had no formal process to see and manage the cyber hygiene of the 
assets and were unable to prioritise their attention.


